
 
 
NOTICE CONCERNING 
NEW YORK CIVIL RIGHTS LAW §52-a 
 
As a Cornell employee, you are responsible for using Cornell’s 
information technology and communications resources, such as 
Cornell-owned computers, phones, email, communication software, 
internet access, file sharing, or document management systems, 
consistent with all Cornell policies, among them University Policy 5.1 
(Responsible Use of Information Technology Resources), University 
Policy 5.10 (Information Security), University Policy 4.12 (Data 
Stewardship and Custodianship), and University Policy 5.9 (Access to 
Information Technology Data and Monitoring Network Transmissions). 
Except as noted in university policy, Cornell does not disclose, 
intercept, or monitor access to or usage of its information technology 
and communications resources. The university may disclose, intercept, 
or monitor specific data when authorized and required. 
 
For more information, please visit the University Privacy website. 
 

 

https://policy.cornell.edu/policy-library/responsible-use-information-technology-resources
https://policy.cornell.edu/policy-library/responsible-use-information-technology-resources
https://policy.cornell.edu/policy-library/information-security
https://policy.cornell.edu/policy-library/information-security
https://policy.cornell.edu/policy-library/data-stewardship-and-custodianship
https://policy.cornell.edu/policy-library/data-stewardship-and-custodianship
https://policy.cornell.edu/policy-library/access-information-technology-data-and-monitoring-network-transmissions
https://policy.cornell.edu/policy-library/access-information-technology-data-and-monitoring-network-transmissions
https://privacy.cornell.edu/

